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ABSTRACT 

The password security is very important in a our day to day life there are various techniques are 

available for password protection .cued click point is the click- based  graphical password techniques it is also 

cued -recall techniques of graphical password. The traditional text based passwords are mainly forgotten by 

user so, many users write down their passwords on papers, note books etc. User chooses simple and less 

passwords than long and complicated passwords. As an alternative to text based passwords, graphical 

password have been selected as a password. Because, human can easily remember visuals better than the 

alphabet. In cued click point method user click on one point per image for the sequence of images. The 

Second image is based on the earlier click point the password Which is easy to remember is choose by user so 

it become easy to recognize by the attacker. But the password those are assign by powerful system are not 

easy to remember for user .in this paper our focus is on to make evolution in graphical password 

authentication system by using CCP including its security and usability in these authentication method our 

main goal is to support the user while selecting correct password, thus increasing security by expanding the 

more effective password space. The pixel based user authentication system deals with the authentication this 

software help to user to make his account more secure. 

Index items/ keywords – Cued Click Point (CCP), Graphical passwords, authentication, persuasive 

technology, usable security. 

1. INTRODUCTION 
 

Authentication is the process to identify  user allow to get  access particular system or resource .the 

password user  attention .Method  encourage less predictable passwords To maintain memorability and security 

in this paper We propose CPP for graphics for password authentication for graphics password authentication  It 

consists of click point as per which image for the sequence of images the image is displayed is based on earlier 

click point so user receive immediate implicit feedback they feedback are on correct path while login in correct  

account CPP provide both security and usability . the text based passwords have usability and security issues 

that create problems to user that’s why there is a need to use alternative technique to overcome this type of 

problem there is a difficulty to remember the text based password to overcome these problems we made this 

graphical password system passwords like first name pets In this paper, We proposed Cued Click Point for 

graphical password authentication.  The CCP proposed alternative to pass point techniques. In CCP techniques 

the user click on point on each and every image rather than on five points on one image. The CCP offers cued 

recall and introduces name, parents name are easily remember so, they are easily gain by attacker. Pictures and 

images are generally easy to remember and recognize than the text. Visual cues which instantly alert valid user , 

if user have made mistake when entering their latest click point as they choose their password it also make 

attack based on host spot analysis more challenging 

2. LITERATURE SURVEY 
 

2.1 Graphical Password Authentication System  

 A graphical password authentication scheme is silly similar to pass point scheme .The GPAS is 

based on “Knowledge based authentication” type of authentication scheme. And in “Knowledge based 

authentication” type of authentication scheme the server give a task to house by requesting him/her to 

reproduce same fact or select a same sequence of images which he/she given to the server at the time of 

registration. Here the password given by user is considered as a piece of information give to the server at 

the time of registration and at the time of authentication. It is explained through a Mobile Banking domain. 

2.2 Why pixel based passwords? 

The efficiency is most important in password systems user want to have a quick access the time to input a 

graphical password by highly skilled ,automated user can be predicted by the Fit’s law .the Fit’s law state 

that “the two point towards a target depend on the distance and the sized of the target”. Greater distance 

has smaller target lead result in slower performance.  
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In the text based password authentication flaws in aspect of usability and security that bring problems to 

the user and difficulty in remembering text passwords The system can be problematic if user forgot the 

point of click The system can be become complex with the increased number of images. to overcome these 

problems we have to use alternate mechanism like pixel based password. 

 

2.3Cued Click Point technique 

We proposed and examine the username of cued Click Point (CCP) it is one type of Cued-recall graphical 

password technique in which users click on one point per image per sequence of images and the next 

image is based on previous click point. We present the result of an initial user study, which revealed 

positive results CCP  performance is very good  in terms of  speed accuracy and no. of errors .User connect  

CCP to pass point it tells while selecting and remembering only one point per image was easy and showing  

each image triggered their memory of where the corresponding point was located. Also, we suggested that 

greater security is provided by CCP than pass point because no. of images may increase work load to 

attackers and a sequence of images then the next image is display which based on previous click point.so 

the user receives immediate implicit feedback as to they are the correct way when logging in their account. 

Security and usability are improved by using CCP.  

Fig.1.graphic password authentication 

 

 

3. CONCLUSION 

In our project, we have conducted complete study of existing techniques of graphical passwords 

our approach is to provide a scheme that will able to satisfy the need and requirements of the users. To 

achieve such a conditions the usability and the security features must be balanced. Also in this topic we 

present a method to generate strong authentication string which is usable in common users passwords 

authentication system.CCP is very useful and it provide  higher security using hotspot technique. By taking 

advantage of ability of user to recognize images and the memory trigger associated with see new images.CCP is 

more secure than the previous graphical methods of authentication. it also increase the workload for attacker by 

forcing them to first a quire image set of each user, and then analyze for hotspot on each of these images.CCP 

has advantages over password schemes in terms of usability, security and  memorable authentication mechanism 
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